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Dear Ms. Dortch:

1, Joseph Yandrof ki certify that 1 am an officer of Reveal Systems Inc. named above, and a ting as an
agent ofth ompany, that I have personal knowledge that the ompany ha e tabli hed operating
procedure that are adequate to ensure compliance with the Commi ion' ustomer Propri tary etwOTk
Information (. PNJ") rule. locat d at 47 .F.R. '64.2001 et eq.

Attach d to this certi fication is an accompanying tat ment explaining how the ompany proc dure
ensme that th ompany is in compliance with the requirement (including tho e mandaLing the adoption of

P I procedures training. recordkeeping and supervi ory review) e1 forth in section 64.2001 et s q. of
the ommis ion s rule.

The ompany has not taken action~ (i.. proceedings in tituted or petition filed by the ompany at either
tatc COLlID,is ion the court y tem or at the Commission again t data broker) again t data broker in the

past year. Th Company ha not received customer omplaint in the past y ar concernlng the unauthorized
release ofCPNJ.

The ompany repre cnts and warranls that the abov certification is con ist nt with 47 ..F.R." 1.17 which
r quires truthful and accurat tat m nt by the ompany and al 0 ackn wledge that fa1 c tatements and
misrepresentations 0 the ol11l11ission are punishable under Title 18 ofth U.S. ode and may ubj ct it to
enforcement action.

Jf any furUler information is required, please contact me at jyandrofski@re cal ystems.colll or our
regulatory counsel Kristopher Twomey at (202) 250-3413 or by email atlais@lokt.net.

etwork Services



CPNl Compliance Statement and Operating Procedures of
REVEAL SYSTEMS, INC.

Pursuant 10 the requirements conlained in imp/ementatioll ofthe Telecommullications ACI of
/996: TelecolJllltunicatiolls Cctrriers' Use ofCustomer Proprie/lllY Network informatioll and
Ollter Customer In/ormation; IP-EI/abled Services, CC Docket No. 96-115; we Docket No. 04­
36, Report and Order and Further Notice of Proposed Rulcmaking, 22 FCC Red 6927 (2007)
("EPIC CPNr Order"), I Joseph Yandrofski, Vice President of Nehvork Services of Reveal
Systems, Inc. and affiliated entities makes the rolJowing statement:

Reveal Systems, Inc. has established policies and procedures 10 comply with (he Federal
Communications Commission's (FCC) rules regarding the Lise, disclosure, and access to section
64.2001 et seq. of the Commission's rules, 47 C.F.R. § 64.2001 el seq. These procedures ensure
that Reveal Systems, Inc. is compliant with the FCC's customer proprietary network infol111ation
(CPN!) rules. The purpose of this statemenl is to summarize Reveal Systems. Inc.'s policies and
procedures designed to safeguard CPNI.

Reveal Systems, Inc. has implemented a system by which the status ofa customer's ePNI
approval can be clearly established prior to the use ofCPNI. Reveal Systems, Inc. is engaged in
Ir:lining their personnel as 10 when they are and are not authorized to use CPNI, and Reveal
Systems, Inc. has an express disciplinary process in place.

Reveal Systems, Inc. uses CPN I for the limited purposes of initiating, rendering, billing, and
collecting for telecommunications services, and may use ePNI, ifnecessary, to protect its
propel1y rights. Reveal Systems, Inc. does not disclose CPNI or penllit access to such CPNI to
any third panies other than as necessary to provide service. Reveal Systems, Inc. has established
a supervisory review process regarding its compliance with the CPNI rules regarding outbound
marketing situations and maintains records for one year. Specifically, sales personnel must
obtain supervisory approval of any proposed outbound marketing request for customer approval.

Reveal Systems, Inc. has established procedures to verify an incoming caller's identity. Reveal
Systems, Inc. trains its personnel in both the use of CPNI, and protection of its confidentiality.
These procedures are detailed in Reveal Systems, Inc.'s CPNI M:'U1ual. Reveal Systems, Inc. also
limits the number of employees that have access to customer infol1l1ation and call data.

Reveal Systems, Inc. has implemented measures to discover and to protect against unauthorized
attempts to access CPNI. Reveal Systems, Inc. also has implemented procedures pursuant to
which it can track breaches ofCPNI, and given such an event will notify the United States Secret
Service and the Federal Bureau of Invesligation in accordance with the FCC's rules. Reveal
Systems, Inc. will track customer complaints regarding CPNI, notify its customers in accordance

147 C.F .R. S: 64.2009(e) states: "A leleconmmnications carrier must have an officer. as an agent of the carrier, sign
and file with the COllmllssion a compliance certificate on an alUlUal basis. The officer must stale in the certi ficatiOIl
that he or she has personal knowledge lhat the company has established operating procedures thai arc adequate to
ensure compliancc with the rules in this subpart. The carrier must provide a statemellt accompanYlllg the
certification explaining how its operating procedures ensure that it is or is not in compliance with the rules in Ihis
sUhp<lrt, [n addition, the carrier must include an explanation of any actions taken Olga inst data brokers and a summary
of all CUSIQl1lCT complaillts received ill the past year concerning the unauthorized release of CPNI. This til illg must
be made annually with the Enforcement Bureau 011 or before March 1 in EB Docket No. 06·36, for data pertaining to
the previous c<llendar year."
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with the FCC's rules and will maintain a record of notifications to the USSS, FBI, for the time
period speci tied in the FCC s rules.

Reveal Systems Inc. has not taken any actions (proceedings instituted or petitions filed by a
Re eal Systems Inc. at either state commissions the court system, or at the Commission again t
data brokers) against data brokers in the past year. Pretexters have not att mpted to access
Reveal Systems Tnc.' CP . There have been no custom r complaints recei ved in the past year
conc rning the unauthorized release of PNl.

Reveal Systems Inc. will annually submit a CP I certification to the FCC [rol11 an officer with
personal knowledge of the policies and proc dures that it has implemented to safeguard CPNI.

ph Yandrofski
Vice President of Network Services

1880 Industrial Circle Suite D 303-500-1104


